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Abstract
The emergence of new Information and Communication Technologies (ICTs) has revolutionalized every aspect of human Endeavour. In today’s world of insecurity of lives and property, there is need to fathom ways on how to bring about harmony and peaceful co-existence between individuals on one hand and among nations on the other. It is on this basis that this paper examines how surveillance, information and communication technologies (ICTs) can be used as tools for information gathering and security management. The study emphasized that in this information and technology age, the work of surveillance has been made easy through the use of remote sensory satellite, a device that can help to monitor an environment and record the images seen for possible action. In security challenges, it observed, that the images or timely gathering  and reportage of incidents, events or happenings either by security argent or by the journalist with the aid of technological facilities remains an essential step toward security management. It is evident from this study that no society can develop in the face of insecurity because its scientist and researchers will not have the conducive environment to work and the investors will not risk investing their money in such circumstances. This is why the paper recommends that security should be everyone’s business, everybody should always be on surveillance and report any suspicious object or movement to the appropriate authority through the application of ICTs gadgets for necessary action. The issue of security can no longer be left in the hands of the government, journalists and security personnel.
Introduction
In today’s fast paced world, it is imperative for security personnel and journalists to be armed with proper and efficient tools to respond to ever changing and unpredictable situations they encounter in performing their duties.
Considering contemporary developments in technological world, surveillance serves as a valuable and essential tool for information gathering in combating criminal activities and security management.
According to Daramola (2001), the word surveillance means keeping close watch over someone or something. In other words, surveillance involves gathering and reporting news of happenings in the community, and it is sometimes done in a surreptitious manner.
However, surveillance is a French word for “watching over.” It may be applied to observation from a distance by means of electronic equipment. (Such as closed circuit television camera CCTV), or interceptions of electronically transmitted information (such as internet traffic or phone calls).it may also refer to simple, relatively no-or-low-technology methods such as human intelligence argents, investigative/journalistic reportage or postal interceptions.
As observed by Mc Quail (2005), police and intelligence services are paying more attention to the need of surveillance and control, especially in respect of potential trans-border crime, child pornography, terrorism, domestic disaffection. Plus many new kinds of cyber crime.
Conventionally, within any society or country, information gathering and surveillance mechanisms exist for the purpose of security of lives and property. In time past, there was a significant time lag separating in time an event, incident or a crime is committed, and the time such happening or event may be publicly made available.
But the emergence of new information and communication technologies (ICTS) has revolutionalized every aspect of human endeavours. Today, ICTs promise a whole new and interesting horizon characterized by boundless possibilities and opportunities.
With regards to information and communication technologies, Rogers, cited in Bermiger (2005), avers that communication technologies are the nervous system of contemporary society, ‘transmitting and distributing seasons and control information and interconnectivity, a myriad of independent units’. Operationally ICTs, comprise digital devices either notifies of the hardware or software for transferring information. It includes low-cost means of communication, like radio, GSM/mobile phones, and digital television-not leaving out the internet.
Ibezimako (2006) sees information and communication technologies (ICTs) as the set of technology used in accomplishing one or two way communication without face-to-face meeting. The set of technology is what we see as electronic machines devices and their application that have both computing and communication capabilities.

As underscored by Samadar (1995), ICT facilitates the creation, storage, management and dissemination of information by electronic means. This draws attention to the fact that with ICTS in place, news gathering and information dissemination with regards to security management has been made easier.
Corroborating this, Muga (2006) observed that the telephone has shortened the time between the reporter and the source, reporter and editor, saving costs such as travel logistics. He added:
With the advent of mobile phone, media enterprises have ensured that reporters on the ground, correspondents and stringers are only a call-away and that they are now closer to sources who are miles away(P:81).
However, it is presumed that the radical changes brought in the realm of information gathering and security management through information and communication technologies’ revolution has affected immensely, the management of security.

By and large, it is apparent that with the aid of technology, security agents and journalists can gather information without stress. For instance, security agent can use surveillance cameras to capture peoples or criminal activities without their knowledge. The devices are small enough not to be noticed. In the same vein. The usage of closed circuit  television (CCTV), in banks, airports, hotels, supermarkets etc seems to have discouraged theft and other criminal activities, and it has also eased or curtailed security threat.
The Impact of ICTs on Surveillance, Information Gathering and Security Management
Information and communication technologies have swept the world with powerful force, thereby affecting the society in various ways. In this regard, Folarin (2000) notes that technology is not merely equipment but is also an interaction between equipment and their users. 

With this, Dugo (2008) posits that in the past few decades information and communication technologies have transformed in all spheres of life. Its potential for reducing manual operation (the search for sources) in fostering the media has increased rapidly. 
The role of information has also been stressed in security management Zack (2009) posit that, to nip any evil plan in the bud, information about such intent must be available so as to map out strategies to prevent the occurrence. That, even when these crisis, disasters or chaos occurred in the society, accurate and timely information always help to profer solution to ameliorate the situation.
When it comes to information, Zack (2009) stresses that the internet has it all. That, there is more information on computers and other ICTs than one could ever possibly digest. The greatest thing about the web is that “you can use it to keep in touch with changes in the field and groups that make these changes happen”. He explains that by using the search engines, you can even learn about the internet itself or about a piece of ICTs equipment introduced into your office. “You have the choice to download information about the equipment or print out pages for study, demonstration and information on how you can procure one”. He concluded that in this modern world every body has to be ICTs compliance so as to help in providing information and constructive suggestions on how to combat terrorism and other security challenges that threaten the existence of our society.
On the other hand, surveillance is a well established craft involving technique and ICTs gadgets which aid information gathering and security management. However, most surveillance has physical and electronic aspects and is preceded by reconnaissance and not infrequently by surreptitious entry (to plant a monitoring device).
Today, in addition to anticrime advertising, case processing using media technology, and police surveillance systems based on the older technologies of audio- and videotaping, there is an abundance of newer media technologies capable of both facilitating and constraining communication, interaction and realization of fluid identities (Greer, 2010).
Moreover, the digitized, computerized, and networked information and communication technologies exemplified by the internet have created virtual worlds with their own changing norms, value and codes of practice. Altering the ways in which “people engage in time and space” (Greer, ibid)

However, the idea of using surveillance for the purpose of information gathering and security management received a boost with the advent of internet computer. According to Surette (2007), these technological transformations have created new opportunities and risks for crime and victimization, and for surveillance and crime control. For example, close circuit television cameras, information gathering, and data processing have transformed how people perceive and negotiate their social worlds with caution and reserve.
In addition to improving the quick delivery of information and security management, computer and telecommunication technology can improve both the quality and quantity of information reported. Technology enables the existing news industry and security agencies to deliver its news and findings in real time, and largely increased the quantity of information that can be made available.
Lachlan (2004) in related view, stated that most media imagery and video are recorded from a perspective on or near the earth, “recent years have seem the growth of imagery and video of the earth but observed from hundreds of miles above the ground”. Remote- censoring satellite imagery has since the end of the cold war, grown dramatically to become an almost daily path of media content. On the Web; members of the public can type their address and see a satellite image taken of their neighborhood.
Satellite imagery not only plays an important role in security and military operation, it can also be invaluable for journalists covering story on the environment or the influence of development on farm land, for example. Looking at weather patterns over time can also provide vital information and help people to prepare for severe weather (Lachlan, 2004).
Surveillance and the Law of Invasion of Privacy
Despite the fact that surveillance, information and communication technologies serve as tools for information gathering and security management, it is apparent that the employment of CCTV cameras seems to be a direct invasion of privacy. Though, it may be argued that surveillance is in public and government interest, and as well serves as the first step towards a submissive and controlled society, the fact that the general public has the right to privacy even in public area should not be undermined.
In his view, Nieto (1997), asserts that video surveillance is analogous to mechanical police officer. He added:
It does not intrude upon an individual sphere of privacy, but rather records events occurring in public space for which individuals do not have reasonable expectations of privacy. 
Commenting on this, Rosen (2004), states that CCTV cameras have a mysterious knack for justifying themselves regardless of what happens to crime. He wrote: 
When crime goes up, the cameras get credit for detecting it, and when crime goes down, they get the credit for preventing it.
 However, the nagging questions are; which condition may warrant public surveillance? What are the association legal and constitutional implications? And how effective are information and communication technologies for information gathering and security management? With regard to privacy right, section 37 of the 1999 constitution of the federal republic of Nigeria made provisions guaranteeing the privacy of the citizen of the country in his home, correspondence, telephone conversation and telegraphic communication. 

In view of this, Obaze and Fashamu (2006) aver that a lot of arguments have also been raised on the necessity of privacy laws, if information must be gathered and published for and in the interest of the public.  

Uses of Information and Communication Technologies
Information and communication technologies boast of wide ranging uses and benefits. These include:

i. To ease generation and processing of information

ii. To enhance speedy utilization or dissemination of information

iii. To simplify work and reduce costs in modern business or organizational management.

iv. To facilitate the process of quality decision-making(Ibezimako, 2006)

Nwosu (2004:28) further emphasizes, the indispensability of information and communication technologies when he pointed out that they are being used by many government and business organizations as a strategic weapon for gaining competitive advantage, improving productivity, promoting effective and efficient performance, improved method or organizing, controlling, directing, coordinating, planning, communication and new business development. To buttress his position, he asserts that:
This explains why it has been widely accepted that information technology has become the new key to business, organizational and national survival and development. No serious organization will be able to operate successfully or effectively without it in one form or the other in the 21st century.

Inspite of the numerous uses and benefits from ICTS and surveillance in information gathering and management, many factors still remain hindrance to their effective use. Idogho and Ogedegbe (2010) listed some of the factors as:

i. Policy structure of the government.

ii. Political factor

iii. Economic factor

iv. Literacy barrier

v. Inadequate human resources.

Under human resources, Idogho and Ogedegbe stressed that it is not a matter about the vast population of Nigeria, rather about those who are ICTs compliant.
The Significance of ICTs on Information Gathering and Security Management 
On the significance of information and communication technologies (ICTs) on information gathering and security management, Sesan (2001) in Idogho and Ogedegbe (2010) see (ICTs) as electronic means of capturing, processing, storing and disseminating information. It is the convergence of micro electronic, computing and telecommunication, which has become a global phenomenon of great importance and concern in all spheres-labour, productivity, trade, commerce and others.
According to (UNDP 2001) in Idogho and Ogedegbe (2011) information and communication technologies (ICT) are  technologies such as computer, software, peripherals and internet connections and infrastructure required to support information processing and communication function.
The above is real, because, information and communication technologies (ICTs) facilitate the creation, storage, management and dissemination of information by electronic means. This includes, radio, television, telephone, fax. Computer and the internet.

Four characteristics describe these modern (ICTs) according to Idogho and Ogedeghe (2011)
i. Interactively: ICTs are effective two-way communication technologies

ii. Permanent Availability: the new (ICTS) are available 24 hours a day.
iii. Global Reach: geographical distances hardly matter any more

iv. Reduced Cost for Many: Relative costs of communication have shrunk to a fraction of previous values. 

For effective information gathering and security management (Igbafe 2011) observed that, government agencies use computer for a wide range of purposes. These include but not limited to accounting, budgeting forecasting, storage of information on birth, death, social welfare, census of population data, voting registers, among others.
Today, unprecedented information are being gathered through effective surveillance with the aid of satellite and other technological gadgets.

Surveillance, according to (Hornby 2001) when examined critically, has much in common with investigative reporting, this is because Nwabueze (2005) pointed out that investigative reporting is master detective work. He noted that investigative reporting can be described as the more aspect of reporting. Effective surveillance can bring out more aspects of an issue or event the same with investigative reporting. He emphasized the use of specific words in investigative reporting.

Revealing, uncovering, unearthing.
He also noted that when such observations are made public the following happens.

Somebody is crying, somebody is jubilating

Somebody is in trouble, somebody is irritated  

Somebody is on the run, somebody
Will be freed, somebody will be jailed,

somebody will be sentenced to death, 

somebody is unfortunate, somebody will be honoured, somebody will be sacked, somebody is ridiculed.(nwabueze,2005:101 ).
It is a fact that the above will go a long way to enhance effective security management in any human organization. However, people who may involve in the act of information gathering and security management must indeed possess the following qualities. 

· Sound event analysis

· Sense of public interest

· Research, analytical and good communication skills 

· A mind for adventure

· Capacity to make sound and balanced socio-political judgments.

· Courage

· Ability to see the event behind the event 
· knowledge of photojournalism 

· Computer literate 
· Above all, ICTs compliance.

Surveillance and ICT can be effectively used when the various information gathering and disseminating agencies work together in form of synergy.

According to Okpoko (2009), these agencies make extensive use of telecommunication in receiving and transmitting their massages. All these agencies originate in nations where the press was highly developed, the agencies came into being between 1835 and 1918.

Some of the agencies which employed ICT for information gathering and management include the following as Okpoko (2009), again noted and explained

Reuters, Associated Press (AP), Agency

France Press (AFP), United Press International (UPI)

Reuters:
Reuter is a non- profit agency with operation costs derived from subscribing media. Its services are received in almost every country. Reuters is known for its reliable alert reporting.

Associated Press (AP): A cooperative agency owned by its member newspapers, provides news to subscribers in some 10 nations. It employs 2,500 news gatherers around the world, about 560 of them full timers working outside United States. AP has about 50 bureaux in foreign countries and has exchange agreements with agencies of about a dozen countries.

Agency France Press (AFP)  ; After France was liberated at the end of World War II, several interim war agencies were merged to form the Agencies France-Press (AFP) which was set up in the old Havas headquarters and took over most of the pre-war agency’s employees.

AFP has a staff of some 3,000 and as many clients around the world. Transmission of news is mainly by wire, but radio is being used increasingly. The agencies has some 70 Bureanx abroad and about 20 in France. Nearly half of the AFP’s daily transmission is world news. It has exchange agreements with agencies  in some 30 nations and with the other big world agencies (Merril, 1983 cited  in Okpoko, 2009 P.22).
United Press International (UPI)

In May 1958, the United Press International (UPI) was formed in the United States, when the United States Press Association (founded in 1907 by E.W Scripps) and the international news service (founded in 1909 by William Raudolph Hears) were consolidated. The (UPI) is known for its lively and colourful writing over the years.

However, Okpoko (2009) concluded that these super-powers agencies today provide the bulk of the information which the society, government and its security agents work with.

CONCLUSION.
 
Surveillance, information and communication technologies (ICTs) as tools for information gathering and security management remain a vital aspect of our life. It is important to note that at the federal, state, local government and even in remote areas, security management has become an issue of national and international concern. The contribution of surveillance and ICT in security management goes beyond the comprehension of the ordinary man on the street. However, at this critical stage of our National life, where insecurity of lives and properties remain as issue of worry and where people now live with uncertainty and fear, where they are forced to sleep with one eye open, the employment of surveillance and (ICTs) seems vital.
If surveillance and information technologies ((ICTs) are properly managed, the current problems of Boko Haram and incessant bomb blasts can be reduced drastically. This will be achieved with the usage of effective computer connectivity (internet) and employment of well trained personnel to enhance their effective use. To this end, Nwabuze (2005) presents a clear picture of the above, when he states:
The internet can be seen as an inter-connectivity of computers and some other devices like mobile phones, which exchange information with the aid of telephone lines; The computers and other communication gadgets are in a kind of network which permits or facilitates communication among them. 


It is worthy to note that, the internet is one of the most prominent factors that gave credibility to the statement that the world is a global village. By and large, surveillance when matched effectively with ICT, information gathering and security management, will be very easy and this will go a long way to bring about peace and development in our society.
Therefore, the Federal and State Governments should henceforth continue to mount or place CCTV at every strategic position across the nation. Not just to mount this communication gadgets, but to be complemented with appropriate training of personnel for their effective use.

In addition, every member of the society should see himself / herself as a security agent working with the government authority in combating crimes and ensuring security of lives and property.  
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